
Augustus Martin Information Security Policy
Business purpose

To be the UK’s provider of choice for large format print based solutions, by providing  innovative 

and sustainable products and, service excellence that improve the way our clients communicate 

with their customers.

Information security vision and outcomes
	 •	 To control all security risks during client and partner engagements with the adoption 

		  of effective and state-of-the-art information security techniques.

	 •	 To manage the end-to-end operational Print conditions to ensure that the confidentiality 

		  of client information is preserved.

	 •	 To comply with the letter and spirit of all relevant legal, regulatory and contractual  

		  requirements.

Policy commitments to achieve our vision
	 •	 We will establish an information security management system (ISMS) that conforms with  

		  the requirements of ISO 27001:2013, achieve certification and maintain this over time  

		  whilst seeking and implementing improvements to our system and our security performance.

	 •	 We will regularly monitor the resources needed to support an effective ISMS and ensure  

		  that these are provided on a timely basis.

	 •	 We will assess all security weaknesses, events and emerging threats to ensure that our staff  

		  eceive appropriate training and education.

	 •	 We will form meaningful risk-based information security objectives to drive significant information 	

		  security improvements, and we will plan and monitor these to ensure they are achieved.

	 •	 We will establish some key information security metrics to ensure that we have a valuable insight  

		  into the state of our security performance and are able to take appropriate action quickly to  

		  address issues or deteriorating trends. 

This policy is supported and endorsed by the Augustus Martin Senior Management 
Team, including Michael John (CEO).
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